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ACCOUNTABILITY, PRIVACY, & DATA PROTECTION

- OECD Guideline
- Established by Canadian Law
- APEC Guideline
- Operationalised by BCRs and CBPRs
- Further refinement came with Global Accountability Project and WP29 White Paper
- Expectation defined by Canadian guidance on comprehensive programs
ESSENTIAL ELEMENTS OF ACCOUNTABILITY

1. Policies that link to the external criteria and are supported by senior management
2. Mechanisms, including risk assessment tools, to put policies in place
3. Internal review to assure mechanisms are working and are improved over time
4. Means to make big data uses transparent to individuals and assure their rights are respected
5. Openness to enforcement agency oversight and remedies if the goals of data protection are abused in a harmful fashion
SIMPLE SUMMARY

• Organisations must be:
  • Responsible (policies, mechanisms, internal oversight)
  • Answerable (stand ready to demonstrate)
WHEN MUST ORGANISATIONS STAND READY TO DEMONSTRATE?

• Before any processing? Must all organisations have third-party assurance reviews?
• When processing is particularly risky?
• When organisations want flexibility, such as BCRs?
• When organisations have had a data protection breach?
• When regulators conduct a spot check?

A continuing question for the Global Dialogue
WHAT IS CLEAR

• Trust and an environment of market compliance requires some level of verification

• If levels of verification are seen as low there will be trust issues (Safe Harbor?)

• Risk based compliance requires the risk of an “organisation” getting caught
  • If an organisation will never be caught why pay the high cost of implementing the essential elements
RANGE FOR VERIFICATION

• At minimum there must be spot checking for comprehensive programs to meet the objectives of data protection
  • Authority and resources to conduct spot checking necessary

• Consensus that greater flexibility may require certification based on verification
  • Who does the verification, what are the expectations of the verifiers

• Less clarity on verification related to new types of processing

• Verification for all users of data is probably a step too far
GLOBAL ACCOUNTABILITY DIALOGUE

- Secretariat is now non-profit Information Accountability Foundation
- Annual dialogue will be in London in May
- Among other issues Dialogue will look at expectations of accountability agents
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